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Abstract

In our modern age of technology, Steganography is one of the
technologies applied to the transferred information to hide it through
embedding secret messages in a certain medium to ensure the safety
of this information that is sent and received over the internet without
being changed and disclosed. The process of embedding takes place
within the electronic multimedia which include (texts, images, audios,
videos).
This research suggests a way to add more security to hide the
information and data inside a colored image by using the Least
Significant Bit algorithm after applying one of the artificial neural
network algorithms on it to compress this data before embedding. The
algorithm is (back propagation) to reduce the pixels in the image to be
transferred other than through the internet. This method depends on
the cover image for embedding compressed confidential data. The
results showed the difference between the images before and after
hiding through the statistical histogram of the images, and the same
before and after the compression process in addition to the process of
evaluating the quality of the method using the statistical histogram and
the scale (PSNR) and (MSE) where the closer to zero, the better the
result.

Keywords: Steganography, Least Significant Bit (LSB), Neural
Networks, Compression Images, Peak Signal to Noise
Ratio (PSNR), Mean Squre Error (MSE).
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Introduction
Presently, the use of the Internet has become the most

common means of sending and retrieving information. To
preserve this data more, it should be protected against all kinds
of attacks. Thus, it was necessary to develop information
security through the creation of new technologies and means in
the field of data security, which included steganography. It is
used to hide digital data within an electronic medium without
any distortion or change in this medium. It hides data in a way
that cannot be easily detected by the human visual system
(HSV).

Most of the information steganography systems currently use
multimedia files as covering media such as (texts, images,
audios, videos), which are widely used in every internet
connection. There are five different, modern types of
steganography techniques for embedding confidential data.
These types are divided according to the type of cover medium:

* Text-Steganography

* Image-Steganography
 Audio-Steganography
* Video-Steganography
* Protocol-Steganography

Generally, steganography is a form of covert technology in
which the message between the sender and the recipient is
hidden. It also deals with the embedding of confidential
information inside files as opposed to encryption, where the
message is visible after it is encrypted. Meanwhile, the
watermark is concerned with protecting the copyright of digital
data.
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The most common technique in steganography is LSB, in
which the least significant bits of the pixels are replaced with the
message contents. This technology is the main method used to
ensure the protection of information on the computer, and when
it is used in color images it performs the embedding process in
three color channels (red, green, and blue), while in gray images
the embedding occurs in one color channel 8 bits per (pixel) of
the image.

This paper is arranged as follows: Section 2 deals with the
literature review. An introduction to the technique of information
steganography and compression using neural networks is
illustrated in sections 3 and 4. In Section 5, the proposed method
is discussed in addition to the results, followed by the
conclusions and future work in sections 6 and 7.

LITERATURE REVIEW

Many researchers worked on the security of hiding the
information following the traditional method or technology,
while others worked with artificial intelligence.

Pragati Manchanda et al [4] proposed a model that combines
hiding information with facial recognition where it hides data in
the way of (LSB) of pixels in addition to facial recognition as a
passkey to log into the steganography application.

U. A. Md. Ehasn Ali et al [5] worked on a new method
(LSB) to hide the image information by replacing it with a
random location for the bit of pixels. As for Karthikeyan B et al
[6], they used the Gray Code technique to hide text in a digital
image and then decode it.
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As for S. Vijay Ananth et al [7], they used the artificial
neural network (levenberg marquaret) to hide the information by
converting the entered confidential data into a graphic
representation and a number and then embedding it in a thermal
image which is the cover image before transmission.

K.P. Ravi Kumar et al [8] applied an artificial neural
network technique to hide the information used to determine the
best image and trying it for a set of images in a database.

Adnan Gutub et al [3] applied multi-bit steganography to
multiple images to hide sensitive text on a personal computer
and used image steganography to switch the least significant bits
with the text to be hidden.

Eric Gyamfi et al [9] used LSB technology and the AES
algorithm with a 256-bit key to hide confidential information in
addition to proposing a methodology for hiding data in large

guantities by mixing encryption and steganography. The
message is first encrypted using the AES (256-bit) algorithm and
the encryption result (the encrypted message) is hidden inside an
image using LSB insertion.

Zinia Sultana et al [10] proposed a method for combining the
LSB algorithm with AES 128 bit encryption and a new method
for selecting the image pixel index and an improved hiding tool
used in the proposed method.

D. Antony Praveen Kumar et al [11] also used the (LSB)
method with another secret method (QR code pattern image) to
hide the message, thus increasing the efficiency of the proposed
system.

While Sujarani Rajendran et al [12] proposed a new
technique for hiding images based on symmetric key as well as
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generating pseudo-random keys to randomly select the pixel
location of the cover image in order to give more secrecy.
Further, K.S. Seethalakshmi [13] used neural networks to
determine the best locations in the overlay image to embed
confidential data and improve image quality.

Deepesh Rawat et al [14], they referred with their research to
the use of data hiding technique using enhanced substitution
method (LSB) for a color image (24 bit) capable of producing a
confidential embedded image.

Whereas Richa Khare et al [16], used an artificial neural
network to hide the information contained in the less important
bits of the chosen image for the video.

In this paper, both gray and color text and images were used
as a secret message. The 24-bit color image was used as a cover
image, which includes three channels of colors. Each 8-bit
channel is divided into the red, green and blue channels, with
many differences in the series used.

Mainly, the work is divided into two major steps. The first
step is to compress the secret message (image) into one of the
algorithms of neural networks, the most famous of which is
(back propagation neural network) because it is one of the most
successful algorithms applied to the issue of data compression.
Image compression is a representation of an image with fewer
bits, thereby reducing the possibility of sending errors. The
compressed image or data passes through the network input layer
and then through a small number of hidden neurons in the hidden
layer. The compressed features of the image are stored. Thus, the
fewer hidden neurons, the higher the compression ratio.
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The second step is the process of hiding the secret message
inside the cover image using the least significant bit algorithm
widely used in the techniques of steganography. It was
performed in four types of (LSB) in 1bit, 2bit, 3bit and 4bit in
order to hide a larger amount of information and obtain a higher
storage space. This method succeeded in hiding the secret
message without any distortion of the original image or the
possibility of noticing the changes occurring in it.

STEGANOGRAPHY

The great development in information technology and
internet has increased the demand for a secure communication
environment. The protection of data sent via internet has become
a major problem in the global internet network given the huge
increase in the number of users. Therefore, we need to ensure the
security of the secret storage of the transferred information.
Steganography is an important branch of information
steganography and plays a role in the transfer of confidential
data through insecure communication networks, as the process of
hiding has recently gained much attention around the world.
Steganography is a kind of processing used to hide confidential
content in multimedia formats so that the unintended observer
does not realize the hidden messages in the carrier file, such as a
picture. As a result, the secret message can be hidden. Thus, the
main objective of hiding the information is to embed
communication content in public coverage media and to hide the
message.
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Steganography is a safety technique that focuses on hiding
confidential messages as they pass through the communication
carrier. The formula for the hiding process is:
Cover_medium + hidden data = stego_medium.

Cover medium is the medium used to hide data. The result
medium is stego _medium.

Secret
Message

|

Cover Embeddin

I g
mage Algorithm

S Stego

Image

Fig (1): Block Diagram of Image Steganography

The stego image comes from a secret message hidden inside
the image.
Steganography is classified into three categories: [5]
» Pure steganography: there is no stego key and the other parts
are not informed about the communication.
» Secret key steganography: the stego key is exchanged prior to
communication.
* Public key steganography: a public key and a private key are
used to secure the communication.

Methods of image steganography can be divided into two
groups, considering the data being used during the embedding.
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1. Spatial / Image Domain Technique.
2. Frequency / Transform Domain Technique.

In the first group (spatial field technology) the pixels of the
image file are changed directly in order to embed confidential
data, which is the area followed in this research. An example of
the spatial field technology is the LSB method, in which the
confidential information within the pixel value of the overlay
image is directly hidden. However, the color image is stored at
24-bit depth, and the gray image is stored at 8-bit depth.
Meanwhile, the second group (bandwidth technology) the
conversion parameters are adjusted instead of the pixel value.

IMAGE COMPRESSION USING ANN

Image compression has become the modern and important
trend in information technology and the internet these days,
especially after applying it using modern intelligent
technologies. In order to maintain privacy and protect the
contents of the image, image compression is an essential matter
that obligates storing images, transferring or displaying them
quickly and efficiently. It also plays a vital role in
communications and technology, because it focuses on solving
the problem of reducing the amount of data required to represent
the digital image. Data compression through several different
applications is more effective.

The goal of compression is to reduce the number of bits as
much as possible, while maintaining the accuracy and optical
quality of the reconstructed image, and this is done by applying
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compression through one of the neural network techniques. An
artificial neural network is the modern tool in compression of
images because it processes data in parallel and thus requires less
time and is superior to any other technology.

Recently the network used is the multi-layer front feeder
network because of its efficiency with choosing the appropriate
learning algorithm and using image compression technology to
reduce the number of bits required to represent it, which helps to
reduce storage space and transmission cost. It is necessary to
store, transfer or display images quickly and efficiently.

BACKPROPAGATION NEURAL NETWORK

Backpropagation network is one of the most successful
neural network algorithms that compress data or images. Many
research studies are being conducted on working on compressing
images using the backpropagation training algorithm. Thus, the
main role of the compression process is to reduce the number of
pixels.

The goal of this network is to train the internet to balance the
ability to respond correctly to the input patterns used in training
and the ability to provide good responses to similar inputs. The
backpropagation neural network algorithm helps to increase
system performance and reduce network training time in order to
reduce storage space and transportation costs with Maintain
quality.

The backpropagation algorithm for training a forward
feeding neural network includes several steps to split a large
image into smaller windows for image compression operations.
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Training through the neural network is one of the methods of
image compression to eliminate redundancy because it processes
data in parallel and this requires less time.

As shown in Figure (2), the input layer consists of a group of
pixels as input from the image specified as a secret message, and
by training the weights on it, the hidden layer is made containing
the compressed image information. Using the different learning
rule to train the multi-layered neural network to obtain the
compressed data, and the compressed data (stored in the hidden
layer) preserves the complete information and thus the hidden
layer output will be the compressed image.

Inmput Layer  Hidden Output Layer
(8x8 image) Laver (8x8 Image)

Fig (2): Architecture of Backpropagation Network

THE PROPOSED WORK

It has become easy to intercept information sent over the
internet, in order to see the contents of confidential messages or
to steal important information or try to change it. The proposed
new method for preserving confidential information and
preventing it from any attacks may lead to its disclosure. The
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proposed method uses LSB technology in the hiding process and
the artificial neural network in the compression process, because
the image transfer process after hiding takes time, especially if
the space is large. However, by using the compression process,
the storage space and time are also reduced. Further, the neural
network will be used for image compression. Two types of
multimedia (text and image) were used as secret messages, while
color pictures were used as cover mediums.

In the proposed work, the compression of the secret image
was used before hiding it in the overlay image, to reduce the
number of bits that represent the secret message, and to make the
system performance better and time short.

Compression is done by means of a multi-layered back
propagation neural network and using a learning algorithm to
train this network which consists of an input, hidden and output
layer. The image is divided into small sections as an input to the
input layer and the network is trained on these sections of the
images while generating random weights in the training process
where the output of the hidden layer is the compressed image.
Then the compressed image is embedded in the cover image.

The suggested method includes two types of hiding
confidential messages:

— The first is to hide a text in a color image: the text is
converted into a series of bits, and then these bits are hidden
in every three bytes of the red, green and blue color channel of
the image pixels, thus hiding three orders in one pixel of the
image. In this way, we hide the largest number of text
characters.

— The second is hiding an image, and it is of two types:
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1- Gray image: it is monochromatic as it hides the bits in one
bit for each color model (RGB) and one byte of a pixel
takes three pixels of the overlay image.

2- Color image: The color model contains three 8-bit channels
for each (R, G, and B) values. The secret image bits per
pixel are hidden in the four types of LSB (1bit, 2bit, 3bit
and 4bit). The proposed work for this purpose is illustrated
in Figure (3).
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Step 1: Choose a cover image: Use color image files as cover
medium for embedding confidential messages. We divide the
image into three channels of colors (R, G, B).
Step 2: Configure the secret message: In this step, the secret
message is determined and it can be a text or an image (gray or
color). Each person needs several steps to prepare the message
and make it ready to hide.
- If the secret message is a text, then the steps of the algorithm

are as follows:

1- Select the text you want to hide

2- Read the secret text

3- Convert the text into ASCCII code

4- Convert the code into binary bits

5- Choose the number of bits to hide in the overlay image. Go

to step 7.

- If the secret message is an image, the following steps must be

followed:

1- Create the desired image for hiding

2- Choose the image (gray or color)

3- Read the secret photo
Step 3: Image compression: In this step, the covert image is
compressed using the backpropagation neural network algorithm
before hiding it in the overlay image. This network is created and
trained on the inputs to be the resulting compressed image.
Step 4: RGB plane: The secret message is divided into three
color values (Red, Green, Blue) in (RGB) model, to be used in
the masking process to represent the points.
Step 5: Convert image to binary bits: After the image is
divided into RGB, each pixel of the secret image is converted
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into a binary value to start the embedding process in the overlay
image after specifying the required number of bits in the LSB
algorithm as shown in Figure Number (4).

RGB (127,142,150)

R=11111111
G =10001110
B =10010110

Step 6: Choose the number of bits to embed: Determine the
number of bits to find out how many pixels you need to hide a
byte from the secret image.

Step 7: Embedding process: During this step, LSB algorithm is
applied and used to hide secret messages in color images. The
inclusion in this step depends on the number of bits required to
mask the cover image.

There are four cases of including the least significant bit and
replacing it with the required bit and the result is a stage after the
embedding process. The cases are:

— Step 7.1: (1LSB): Hiding is done within 1 bit of the overlay
image for each pixel (RGB) value. Each pixel is 8-bits of red,
8-bits of green, and 8 bits of blue. When embedding, each
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pixel of the confidential message needs three pixels of the
overlay image. The formula for hiding the first pixel bit of the
secret image was adopted in the first bit of the least significant
bit side of the red color model in the overlay image. Then the
second bit of pixel for the secret image in the first bit on the
side of the least significant bit of the green color model. Then
the third bit of pixel for the secret image in the first bit on the
side of the least significant bit of the blue color model for the
same pixel from the overlay image. The fourth bit of the
secret image is hidden in the first bit of the red model of the
second pixel, and so on, as shown in Figure Number (5).

Secret message

1] offi] o] 1[4 0
Pixell Pixel2 Pixel3
R [[TITTTW [IITITTE [IITTTT
¢ [[rrrrm LHE J1777Tm
s [[[[[[(@m LLLLLITE  [JTTT1777]
Cover image

Fig (5): Least Significant Bit Embedding (1-bit)

— Step 7.2: (2LSB): In this case, hiding each pixel of the secret
image needs two pixels of the overlay image. Whereas the
second pixel only needs the red color value for the embedding
process.

Replace the first two bits of the pixel of the secret image
with the first two bits of the least significant bit of the red model
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in the chosen pixel in the overlay image. Also, replace the
second two bits with the first two bits of the green pattern and
continue to hide the third two bits instead of the first two bits of
the blue model for the same pixel, as shown in Figure Number

(6):

Secret message
Pixell Pixel2

R [(CTTTT N [[TTTT1

LLLT T

LLLT T

]

Cover image

Fig (6): Least Significant Bit Embedding (2-bit)

— Step 7.3: (3LSB): Figure (7) illustrates the case of embedding
that requires a single pixel to be hidden. The first three bits of
the secret image are included instead of the first three bits of
the least significant bit side of the red model, and the second
three bits instead of the first three bits of the green model. As
for the remaining bits, they are embedded in the first bits of
the blue color model.
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Secret message

[(ATaTe] 1Jo] 1] 1] 0]

Pixell
R LT T 1T T s
G LI LT 1T T
B LI LT T 1T I

Cower image

Fig (7): Least Significant Bit Embedding (3-bit)

— Step 7.4: (4 LSB): The human visual system can recognize
simple message hiding in the 4-bit embedding type image.
Certain changes become apparent to the human eye at certain
points due to increased bits per pixel.

The last case is to embed the first four bits of the secret
image in the first four bits of the red color model from the pixel
of the overlay image. It is also embedding the other four bits
within the first four bits of the green color model, so this type
needs one pixel for every 8 bits of the secret message, as in
Figure Number (8).
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Secret message

[ATaTerajol 1] 1] 0]

Pixell
R [T [ [ [
G LT [ I
B LT T T T T [T

Cower image

Fig (8): Least Significant Bit Embedding (4-bit)

Step 8: Convert from binary to decimal.

Step 9: Combine RGB values for each pixel: After the hiding
process, the values of the three models (R, G, B) are merged
together for each pixel to obtain a color image (24-bit) that
contains inside the secret message, whether text or image.

Step 10: Calculate histograms for the overlay and stego
images: This step gives details on the number of pixels for each
value and the distribution of the color value in the image. The
histograms for the overlay and stego images are also calculated.
Step 11: Calculating PSNR, MSE: The (PSNR, MSE) value of
the overlay image is calculated as compared to the stego image
following the equations (1) and (2).

The related performance measures of the proposed system
are as followed: The PSNR and MSE between the cover and
stego image are calculated using equtaion (1) and (2) [8], [6].

1- Mean Square Error (MSE): used to estimate the average of
the squared errors. It is the square of error between cover and
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stego objects and it is measured using MSE as per equation

(D).
MSE=1N2 (X1ij- X2ij)2Nj=1Ni=1 (1)

Where N: Size of images
cover image pixels intensity values: X1 ij
Stego image pixel intensity values: X 2ij.

2- PSNR: Peak Signal to Noise Ratio: used to find the
relationship between the maximum power of signal and the
noise. It gives quality of stego image compared to the overlay
image, i.e., the noise present in the overlay image is measured
using equation (2).

PSNR = 10log10 (2552 / MSE) dB (2)

RESULTS AND DISCUSSION

In order to expand the scope of application and adopt
different types of images, the LSB steganography algorithm, the
compression process for the confidential image, and the
possibility of obtaining different sizes and areas of hiding with a
variable size of the secret image were applied. The proposed
work was implemented using Matlab environment (2016a) and
the image used as an overlay is a (512512x) color jpg type image
with its statistical histograms, as shown in Figure (9).
The confidential message (text) type was embedded using a
variable size algorithm (LSB) into the color overlay image after
converting it into binary bits and hiding them in the least
significant bit of the byte of the pixel. The results of the image
after hiding confirmed the quality of the algorithm. Figure (10)
shows an example of an image on which text hiding tests were
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performed. In addition, images were used as confidential
messages, which may be gray or colored, and with different
types of images after compression with one of the artificial
neural network algorithms (backpropagation NN) to obtain a
secret compressed image, as shown in Figure (12).

Lena Cover Image

0 50 100 150 200 250 300

Lena Stego Image

Fig (10): stego image with histogram after hiding text
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i A o N
(c) 300x250 (d) 350x350

Fig (10): different Secret color image with different sizes
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RGB Stego Image

50 0 50 100 150 200 250 300

1-bit LSB with hiding image size 350X350

RGB Stego Image

0 50 100 150 200 250 300

(b)  2-bit LSB with hiding image size 300X250

RGB Stego Image

(c)  3-bit LSB with hiding image size 250X250
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i RGB Stego Image

(d) 4-bit LSB with hiding image size 180X175

Fig (11): Stego image with histogram in case hiding 1bit,
2bit, 3bit and 4bit (LSB)
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(c) 399x400

Fig (12): different Secret gray image after compression
image with different sizes
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(b) Hiding 2 bit.
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(c) Hiding 3 bit.

94

Fig (13): Stego image with histogram in case hiding 1bit,
2bit, 3bit compressed gray image

The variations PSNR and MSE value for a different secret
gray image with Lena overlay image of size 512x512 with
several cases of Least Significant Bits (LSB) are tabulated in

Table 1.

Table (1): PSNR and MSE value between Lend overlay and

different secret compressed image

LSB PSNR MSE
1 bit 53.1160 0.3173
2 bit 53.1066 0.3180
3 bit 53.1024 0.3187
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CONCLUSION

In this proposed work, we presented a method to make the
data security process stronger and more durable by adopting
intelligent techniques in the process of compression of
confidential data in addition to the hiding process, which added
to the proposed work strength and quality. The proposed method
includes the process of hiding the confidential data (text, gray
image, color image) in the middle of the overlay in addition to
the use of the process of compressing the confidential data using
one of the neural network techniques that is used to reduce the
number of bits to represent the required image. This way helps
reduce data storage space and transmission cost. Further, it is
essential to store or transfer images quickly and efficiently. The
steganography process involved hiding the confidential data in
the overlay image with more than 1bit, 2bit, 3bit, and 4bit) using
the LSB algorithm. The comparison between the overlay image
and the stego image is illustrated with the help of the PSNR,
MSE value. The results proved the quality of the proposed
method of hiding in color images after passing through a number
of steps, depending on the standard PSNR, MSE.




Samah Fakhri & Alaa Yaseen & Mohammed Kassim 9%

REFRENCES

[1] Sharma, V. K., Srivastava, D. K., & Mathur, P. (2017). A
study of steganography based data hiding techniques. Int. J.
Emerg. Res. Manag. Technol, 6(4), 145-150. ISSN: 2278-
9359.

[2] Rawat, D., & Bhandari, V. (2013). A steganography
technique for hiding image in an image using LSB method
for 24 bit color image. International Journal of Computer
Applications, 64(20).

[3] Gutub, A., & Al-Juaid, N. (2018). Multi-bits stego-System for
hiding text in multimedia images based on user security
priority. Journal of Computer Hardware Engineering, 1(2),
1-9. doi: 10.63019/jche.v1i2.513.

[4] Manchanda, P., & Pande, R. (2019). Secure Communication
Through Steganography with Facial Recognition for
Authorization, International Journal of Scientific Research,
8(7) 58-61. ISSN No. 2277 — 8179.

[5] Ali, U. M. E., Sohrawordi, M., & Uddin, M. P. A Robust and
Secured Image Steganography using LSB and Random Bit
Substitution. American Journal of Engineering Research
(AJER), 8(2), 39-44. p-ISSN: 2320-0936.

[6] Karthikeyan B., & Asha S. , & Poojasree B. (2019). Gray
Code Based Data Hidingin an Image using LSB Embedding
Technique. International Journal of Recent Technology and
Engineering (IJRTE), 8(1). ISSN: 2277-3878.

[7] Vijay S., & Sudhakar P. (2019). Data Hiding in Thermal
Image using Levenberg Marquardt Technique. International
Journal of Recent Technology and Engineering (IJRTE),
8(1S4).

[8] Ravi K.P., & Manjunatha H.S.(2019). Neural Network based
Steganography for Information Hiding. International Journal
of Recent Technology and Engineering (IJRTE), 8(1S4).
ISSN: 2277-3878.




Prospective Researches 97

[9] Gyamfi E., & Kofi 1., & Aning J.(2017). Using LSB
Steganography Technique and 256 bits Key Length AES
Algorithm for High Secured Information Hiding.
International Journal of Advanced Research in Computer
Science and Software Engineering, 7(5).DOL:
10.23956/ijarcsse/SV715/0210.

[10] Sultana Z., & Jannat F.(2017). A New Approach to Hide
Data in Color Image Using LSB Steganography Technique.
International Conference on Electrical Information and
Communication Technology (EICT). DOI:
10.1109/EICT.2017.8275228.

[11] Kumar, D. A. P., Baskaran, M., Jocin, J., & Daniel, M. G.
D. (2016). Data hiding using LSB with QR code data pattern
image. International Journal of Science Technology &
Engineering, 2 (10). ISSN (online): 2349-784X.

[12] Rajendran, S., & Doraipandian, M. (2017). Chaotic Map
Based Random Image Steganography Using LSB
Technique. IJ Network Security. International Journal of
Network Security, 19(4), 593-598. Doi:
.10.6633/1INS.201707.

[13] Seethalakshmi, K. S. (2016). Use of Visual Cryptography
and Neural Networks to Enhance Security in Image
Steganography. IOSR Journal of Computer Engineering
(IOSR-JCE), p-ISSN: 2278-8727.

[14] Rawat, D., & Bhandari, V. (2013). A steganography
technique for hiding image in an image using LSB
method for 24 bit color image. International Journal of
Computer Applications, 64(20). DOI: 10.5120/10749-
5625.

[15] Jaiswal N. (2015). Image Compression Using Back
Propagation Neural Network. International Journal of
Scientific Engineering and Research (IJSER), 3(5).
Paper ID: IJSER15140.




Samah Fakhri & Alaa Yaseen & Mohammed Kassim 98

[16] Khare, R., & Mishra, R. (2014). Data Hiding by using
Neural Network in Video file. International Journal of
Emerging Technology and Advanced Engineering, 4(7).
ISSN 2250-2459.

[17] Srivastava, R., & Singh, O. P. (2015). Lossless image
compression using neural network. Int. J. Remote Sens.
Geosci.(IJRSG), 4(3). ISSN No: 2319-3484.

[18] Verma P., & Kadian S. (2014), Efficient Image
Compression  Using  Artificial  Neural  Network.
International Journal of Innovations & Advancement in
Computer Science IJIACS, 3(1),54-58. ISSN 2347-8616.

[19] Hashim, M. M., Rahim, M. S. M., Johi, F. A., Taha, M. S.,

& Hamad, H. S. (2018). Performance
evaluation measurement of image steganography techniques
with analysis of Isb based on variation image

formats. International ~ Journal of  Engineering &
Technology, 7(4), 3505-3514. doi: 10.14419/ijet.v7i14.17294

[20] Zhou, Q. L., Qiu, Y. B., Li, L., Lu, J. F., Yuan, W., Feng, X.
Q., & Mao, X. Y. (2018). Steganography using reversible
texture synthesis based on seeded region growing and
LSB. Comput. Mater. Continua, 55(1), 151-163.
doi:10.3970/cmc.2018. 055.151.

[21] Khosla, S., & Kaur, P. (2014). Secure data hiding technique
using video steganography and watermarking. International
Journal of Computer Applications, 95(20), 7-12.

[22] Charles, P. K., Khan, H., Kumar, C. R., Nikhita, N., Roy,
S., Harish, V., & Swathi, M. (2012). Artificial Neural
Network based Image Compression using Levenberg-
Marquardt Algorithm. International Journal of Modern
Engineering Research (IJMER), 1(2), 482-489. ISSN: 2249-
6645.

[23] Kashmoola, M. A., Alsaleem, M. Y. anad, Alsaleem, N. Y.
A., & Moskalets, M. (2019). Model of dynamics of the



Prospective Researches 99

grouping states of radio electronic means in the problems of
ensuring electromagnetic compatibility. Eastern-European
Journal of Enterprise Technologies, 6(9-102), 12-20.
https://doi.org/10.15587/1729-4061.2019.188976

[24] Zaker, N. A., Alsaleem, N., & Kashmoola, M. A. (2019).
Multi-agent models solution to achieve EMC in wireless
telecommunication systems. In Proceedings - 2018 1st
Annual International Conference on Information and
Sciences, AiICIS 2018 (pp. 311-314). Institute of Electrical
and Electronics Engineers Inc.
https://doi.org/10.1109/Ai1CI1S.2018.00061.

[25] Alsaleem, N. Y. A., Moskalets, M., & Teplitskaya, S.
(2016). The analysis of methods for determining direction of
arrival of signals in problems of space-time access. Eastern-
European Journal of Enterprise Technologies, 4(9-82), 36—
44, https://doi.org/10.15587/1729-4061.2016.75716.

[26] Alsaleem, N. Y. A., Kashmoola, M. A., & Moskalets, M.
(2018). Analysis of the efficiency of spacetime access in the
mobile communication systems based on an antenna array.
Eastern-European Journal of Enterprise Technologies, 6 (9—
96), 38 — 47.  https://  doi.org/10.15587/1729-
4061.2018.150921



https://doi.org/10.15587/1729-4061.2019.188976
https://doi.org/10.1109/AiCIS.2018.00061
https://doi.org/10.15587/1729-4061.2016.75716

